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ABSTRACT

Voting is the heart of a democratic country an
should be fair and square by all means .Ecountry
in the world is spending a handsome amount or
electoral process to refine it to the next levestéac
of all the refinement on the electoral processehs
always issues rises about the rigging in the elast
To counter this and to ametate the electoral proce
to next level we are proposing a system wi
includes a finger print scanner and GSM module.
have defined a methodology to counter all the ¢
holes in the electoral process.
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1. INTRODUCTION

To completely understand our system first we han
understand the conventional voting system.
conventional voting system voters cast their \
using ballots papers. Which is a costly
troublesome process. The voters go to polBooth
to cast their vote and there are polling agents
guide the voters to cast their vote. The votersni
ticks their desired representative on the ballqiep:
And this process is carried out for the others Y&
well. And at the end of the ddlge votes are counte
And the winner is selected with the most vc

This process is difficult for the voters and as lvesl
for the government.

Traditional voting process can be divided i
different phases.

1. Authentication:

In this phase, voter awghticates himself or herself |
showing his or her voting card, this step is pubhd
verified by the presiding officer. At the end

authentication process, presiding officer give Hob:
paper to voter to cast his or her v

2. Vote

The vote takeslpce in a protected booth where vc
cannot be seen by any person. The voter cast
vote by writing it with a pen on the paper balloids
the ballot paper and put into the ballot box whatte
the votes are mixed.

3. Votecounting:

At the end of votig time, the presiding officer colle
the ballot box containing all ballot papers andrsiil
it to the counting center. After that with the halp
members of the election committee nominated
election commission of India, the ballot boxes
opened ad votes are counted and the results are
announced.

4. Verification:

Various types of verification process are used, tr
procedure are public and verified by
representative of candidates of competing pat
Recount is also possible if there is fraud or error.

In the 19" century electronic voting system is a
presented and it got implemented in most of
European countries and USA. In the E voting , \@
machines are placed in the public areas so tha
users can access them easily and cast their uc
made theelectoral process a whole lot faster but v
the further inventions and research it was estadxi
that this voting process is not as safe as i
considered. Voting machines can be hacked an
results can be changed.

@ IJTSRD | Available Online @ww.ijtsrd.con | Volume —2 | Issue — 6 | S@pt 201!

Page: 307




International Journal of Trend in Scient Research and Development (IJTSRD) ISSN: -6470

To avoid all this confusion antrouble we hav
proposed a system that includes finger print scay
and GSM module.
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In our methodology there are three phe
» Registration phase: In this phase the voter will &

registered and all the information regarding
voter is placed in # database. In this phase
voter will be prompted to input all his/her persb
information in the required field like his ID ca
number, age , name, cell phone number. And
that the user will be asked to place the finge
the finger print devie so that the image of tl
finger is placed in the database. After all t
registration phase will be complet
Authentication phase:

This phase will start when the user is about ta
the vote. When the user go the website to cas
vote, beforecasting the vote this phase will bec
The user is asked to place the finger on the de
first the user is authenticated with the informat
saved in the database at the time of registratic
the user is authenticated the user will be g

permission to cast the vote.
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» Casting phase:
In this phase the user will be given the privilég
cast the vote. If all the steps before are satl
and completed then the user will be promote
this phase.

In this phase the user cast the vote .Anthe end
the result will be calculate

5. Benefits of our methodology:

The benefits of our methodology ¢

> Fairness:
Our system will introduce fairness in the electt
process to next level. As the methodol
proposed by us is nearly impossible to br«So it
will introduce fairness in the electoral proc

> Eligibility of voters:-
In our methodology we have made sure that
authorized will be able to cast the wvc
Unauthorized voters will be caught at the star
the process and will not be allow to cast the
vote.

» Uniqueness:-
We have defined uniqueness in our system. E
voter has the unigue identity because of the un
finger print. No voter would be allowed to cast
vote more than one time

> Privacy:-
We have paid special attention trivacy in our
system. As the user will cast the vote over
internet and can cast the vote anywt

So no one can access the information regar
the vote of the voter. His/her privacy will
maintained.

» Accuracy:-
Our methodology is accurate. Vhave introduced
accurate and dependable devices in the sy:
They will provide the most accurate result is
conditions.

> Efficiency:-
Efficiency is the important factor that we he
considered.

Our system will enhance the efficiency to the r
level. Our methodology will provide the result
minimal time and with precisio
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Difference between other e-voting systems and our
methodology:-

Due to intense need of the fairness in the elek
process various modules have been proposed. Vi
systemshave been implemented in which finger p
authentication is using. But there is a main défere
between our methodology and other e voting scf

First of all our methodology includes GSM modt
that is absent in other types of systems. And Iee
that we are using Finger print authentication mesl)
functions of which are created in MATLAB al
advanced acquisition and comparison technique:
used.

Fmgéﬂ,‘rmt

AT a0

We have used various built in functions and
created some functions in MATLAB to enharthe
quality of the input image and to store it in
database.

The use of the GSM module is that when the
authorizes itself for the casting of the vote
message is send to the given number of the vot
the message contains the code for trting. The user
is asked to input the code in the required fieldrder
to cast the vote.

Explained view of the system:-

We are using two basic modules GSM and the Fi
print scanner. The use of both devices is immensk
vital.

Our proposednethodology is client/server based
web based. The voter will cast the vote using it

Our methodology consists of 3 phases:-
Registration phase: -

In this phase the voter will be registered. Thishis
first phase in the system. The user willin in to the

system and opens the website to register itselé
user will be prompted to give the basic informai
regarding himself / herself.

Remember our methodology is client/server ba
The voter will be the client. Andts web based
architectue. After the user will give all th
information abouthimself / hersel then user will be
asked to provide the cell phone number and aftsr
the user is asked to place the finger on the desdx
that the system can take the fair good impressic
the inger. We have used some MATLAB functic
and have created some of the functions regai
image acquisition and image enhancement to ¢
clear impression of the fing

After all the working the voter will be registeradd a
unique voter id will be geerated in database for t
user. And thus the first phase will be completed
way.

Authentication phase:-
In this phase the voter will be authenticated asihe
specifies.

This phase will start right before the voting ahe
last phase. In this jplse, when the voter is ready
cast the vote the voter will be prompted to pldoe
finger on the device so that the system can tafkr .
good impression of the thumb. The image obta
will be compared with the image placed in
database for thatoter. If the image matches with t
one in the database the user will be authorizes
asked to cast the vote. And if the image doe
matches with the one on the database the voteoti
authorized and will be not asked to cast the

We have usedome of the MATLAB functions an
also created some to remove the ambiguity
matching the finger prints.

POLLING STATIONS
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Casting phase:-
After all the registration and authentication thaer
will be finally prompted to cast the vo

The list of candidates will beisible to the voter an
the voter can tick the right one he/she w:

After the casting it is very easy and feasible dord
the votes. The votes would automatically be cou
at the end because of the efficiency of the sys
And the winner will be announced.

Flowchart:-
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Conclusion:-

We have defined the methodology using two mod
Finger print scanner and the GSM module. Both
modules have vital importance in the system.
methodology is that we are using a client/ se
basedarchitecture. In which the voter is a client. &
web based architecture. First the user is regid
with his/her unique finger print in the databaseha
government. After the registration phase there &

the authentication phase and in the ¢here is casting 3.

phase. In the authentication phase finger printhe’
voter is compared with the finger print saved ie
database at the time of registration. . The usthe
GSM module is that when the user is about to ¢
vote a code is send tbe cell phone of the voter. Tl
user will be asked to place the code in the fieletig

Futurework:-
In future the voting process can be more verified
enhanced usmour methodolog

We can attach other modules as well to enhanc
efficiency of the system. We can attach iris debex
and face detection to maximize the efficiel

We can also attach speech recognition mo
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