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ABSTRACT

In this paper, a new concept about sel
communication system is introduced and a n
secure communication design with redw-order
linear receiver is developed to guarantee the ¢
exponential stability of the resulting error sign
Besides, thguaranteed exponential convergence
of the proposed secure communication system c:
correctly calculated. Finally, some numeri
simulations are given to demonstrate the feagjt
and effectiveness of the obtained res
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1. INTRODUCTION

As we know, becausehaotic systemis highly
sensitive to initial valuethe output behaves like
random signal. Frequentlychaos in many dynam
systems is an origin of the generation of oscila
and an origin of instability. &seral kinds of chaoti
systems have been widely applied in vario
applications such as secure communicatmaster-
slave chaotic system&nage encryptio, biological
systems, chemical reactionsystem identificatia,
and ecological systems; see, fostanc, [1-3] and
the references therein.

In recent years numerous secure communicatit
have been extensively explored; see, for exam4-
12] and the references therein. @elly speakin, a
secure communication is composed of traitter and
receiver and reduceakder linear receivi has the
merits of low price and easy implementat
Therefore, searching a lowdmensional reduced-
order linear receiver for thesecure chaoti
communication systermsonstitutes an important ar
for practical control design.

In this paperwe will propose a nevidea about secure
communication system aranovel design of secure
communication system wittreduced-order linear
receiver will be develope:to guarantee that the
resulting error signals caroaverge to zero in son
exponential convergence ra. Meanwhile, the
guaranteed exponential convergence of the
proposed chaotic secure communication syscan
be accurately estimatedrinally, some numerical
simulations are proposed #xhibil the capability and
feasibility of the main result -

This paper is organized as follows. The prob
formulation and main resulare presented in Section
2. Several numericaimulations ar given in Section
3 to illustrate the main result. Finallyconclusion
remarks are drawnn Section 4. Throughout this
paper,0" denotes the dimensional Euclidean spac

[x|:=+x" x denoteghe Euclidean norm of trcolumn
vectorx, and|4 denotestie absolute value of a real
numbera.

2. PROBLEM FORMULATION AND MAIN
RESULTS

In this paper, we develofne following new secure

communication system with simplreduced-order

linear receiverand its block diagram is shown

Figure 1.

Transmitter:

X:L(t): aixz(t)xs(t)’ (1a)
X, (t) = ale(t) taX, (t)v (1b)
Xs(t) =g, + a5><1(t)x2(t), (1c)

Y(t) = aexl(t)"' X%, (t)v (1d)
g,(t)=C xt)+m(t), Ot=o. (1le)
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Receiver:
o - e )s[ 22-a |
z(t)=-"T2,(t)+—vlt). (2a) %
& A a,
a.a a, __[aGXl(t)+ a7X2(t)]
L= a e 2 @
% % — az 7 az 7 ()
m,(t)=4,(t)-Cn2lt) Ot=0, (2c) L) O b
a2a7
where x(t):=[x(t) x(t)] 0? is thepartial state vector = [ ‘ae][xz
of transmitter, y(t)00 is the outputof transmitte, s
7t)=[z({t) z(t) D0? is the state vect of receiver, _[ aeJ [ = Jzz(t)
m(t)to® is the information vector c, (%2, and aa
277
m,(t)00% is the signal recoveretom m(t), with ( ~2, w,(1)
qON. It is noted that thehaotic Sprott Bsystem is
the special case of the system (1) v ( \ +1J w,(t)

a,=a,=a,=-a,=-a, =1. In the sequel, we adopt t This implies that

same parameters of tlehaotic Sprott Esystem with
a,a, >0. Apparently a good secure communicati  w,(t) (O)Eéex;{—[ g +1” (4)
t that the mesm(t

§ys em mean_s & weLr r.e "gver () From (1)-(3, it is easy to see tt
in the receiver System i.e., the error vel W(t)= Xl(t)—Zi(t)
elt):=m,(t)-m(t) can converge to zero in some sel ' )

| - 250-2 )
Before presenting the main resu#t us introduce . % %
definition which will be used in the main theor. —[—ﬁzz(t)+iy(t)}
Definition 1: The system (1) with (2) is called seci a,
communication system with exponential converge ="g[xz(t)"zz(t)]
type if there are positive numbeksand o such that a
Jet) = m.) - m (0] < kexgl-art). Ot=0. =)
In this case, the positive number is called the =—M®Xr{-(ﬁ+l}] (5)
exponential convergence rate. % aﬁ

Hence, from (3)-(5), it resul
Now we present the main rex for secure [wt)=+/w2(t)+ws(t)
communication system of (1) with (2 s
2 ! EIWZ(O)i

Theorem 1. The sysem (1) with (2) is a secul %
communicati_on system with exponential converge exd - 2 +1k| Dtzo (6)
type. Besides, the guaranteedexponential N
convergence rate is given byy:1+ﬁ. Thus, t can be readily obtained tl
Proof. Define * ”e(t)":||mZ(t)_ml(t)”

' = | (t) - Cult) - g (t) + Coxt
)=l w] =be-z x-a] 07 @) R !
Thus, from (1)-(3), one has -

Wi (t) = %, (t) - 2,(t) < 353235 [le(O] fC, |
- (a4 %o e
% E@x;{—(ﬁuﬂ, Ot=0,
-2 ) N |
8 in view of (1), (2), and (6)This completes the proof.
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Remark 1: It should be emphasized t the proposed
receiver of (2) is linear and witlower dimenions

than that of the transmitterConsequentl, the

proposed receiver of (2) has tkaeperioritie of low

price and easy implementatibg electronic circu.

3. NUMERICAL SIMULATIONS

Consider thenovel secure communication system
(1)-(2) with a;=a, =1 and C, =[1 -1]. By Theorem 1
the synchronization of signals,(t) and m,(t) for the
proposed secure communication -(2) can be
achieved with guaranteed convergemnate of a =2.

The real message,(t), the recoverednessagem,(t),

and the error signal are depicted inle z-Figure 4,
respectively, which clearly indicatcthat the real
messagen(t) is recovered after Second:

4. CONCLUSION

In this paper, a new concept about sel
communication system has been introduced al
novel secure commueation design withreduced-
order linear receivenas been developed to guarar
the global exponential stability of the resultingoe
signals. Meanwhile, the guaranteed expone
convergence rate of the proposed se
communication system can be @mtly calculated
Finally, some numerical simulations have b
offered to show the feasibility and effectivenetshe
obtained results.
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Figure 1. Secure-communicatioscheme(m(t) is the
information vector andh,(t) is the recovered vectt.
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Figure 2: Real message im(t) described in the
transmitter of (1.
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Figure 3: Recoverd message m,(t) described in the
receiver of (2.

0.25¢ I l b

0.2 B

m2(t)-m1(t)
o
&

©
=
1

0.05r b

0 5 10 15
t (sec)

Figure 4: Error signal ofm,(t)-m(t).
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